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Starting in 1984, when Hendrik Lenstra introduced his elliptic curve factoring algorithm, the level of sophistication of the mathematics used in cryptography has risen dramatically. Many concepts from number theory and algebraic geometry have been applied to the study of elliptic and hyperelliptic curve cryptosystems, the number field sieve method for factoring, and other topics.

More recently, though, mathematics has been used to give formal assurances of security, and this has raised some difficult questions and some suspicions that math is being misused. I will discuss the controversy surrounding “provable security” and give some examples that illustrate the need for caution and skepticism.
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